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IReport on action for the prevention of malware infection November 2013
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Internet user

@The number of warnings (pop up alert, etc.)
sent by ISPs

This month: 530  Total 530

% The number of unique URLs warning

This month: 4 2 °( Total 42 (
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IReport on action for removal of malware November 2013

% The number of unigue samples collected

This month:1,230 Total: 1,230

% The number of
samples unidentified
by anti-virus vendors

This month: 58 3
Total: 58 3

E The number of
requests for user

identification from
ISPs

This month: 59 1
Total: 59 1
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The number of total samples collected

This month:2 6,4 5 1
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Totall 2 6,4 5 1
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n Removal of malware

" Infected user
I Fy

warned by ISPs
This month: 1 4 4

Antivirus software

Totall1 44

Accessing of instruction site

Instruction site
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Acquiring information needed for malware removal

% The number of warning statements
handled by ISPs

Thismonth: 2 79 Totall2 7 9



